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The EU GDPR is coming
Is your business ready?

The EU GDPR will come into force directly and immediately on the 25th May 2018. All 

relevant data processors and controllers must be fully compliant with it by that date and 

not a single day later.

The EU General Data Protection Regulation is an upcoming set of laws passed by the 

EU Commission which will apply uniformly to EU member states as well as all states that 

wish to transfer personal data to and/or between EU member states. As such, it does not 

require the national legislatures of EU member states to pass complying laws but rather 

will come into force directly across the entire supranational body. 

It will apply strict rules on data protection with regards to the storage, processing and 

transferring of personal data, and will be aggressively backed up by very heavy financial 

penalties for non-compliance worth up to 4% of a company’s global turnover.

Wh en  i s  i t  coming?

Cyber Major’s EU GDPR Compliance Services

Our trained experts are certified in the EU GDPR with a strong legal background in addition 

to our superb trademark cyber-security expertise. We will analyse every aspect of how 

your business handles data storage, processing and transfers and evaluate whether it fully 

complies with every article of the upcoming regulation. 

We will then compile a comprehensive report that details any shortfalls and how to rectify 

them to prevent crippling financial and reputational damage both now and in the future.

How  do  w e  pr epar e  you  for  i t?
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How do we prepare you for it?
Our review of your business goes through the following factors:

•	 The timeline for implementation of the GDPR

•	 Bands of penalties and ranges for data breaches and how to avoid them

•	 The six data protection principles, lawfulness and consent and how to  

comply with them

•	 The rights of data subjects and how to respect them

•	  Data controllers and processors (what they are and how they are  

defined in your business)

•	 Data Protection by design and how to implement it

•	 Securing personal data and reporting data breaches

•	 Performing a data protection impact assessment

•	 The role of a Data Protection Officer and whether your business should appoint one

•	 The powers of supervisory authorities (the Information Commissioner’s  

Office in the UK)

•	 The role of the European Data Protection Board and how it impacts your business

•	 Transferring personal data outside the EU and what safeguards you must 

take if applicable


